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According to an analyst report from ESG, a company is hit by ransomware every 40 seconds, which makes total 

avoidance nearly impossible1. So if cybercrime is difficult to prevent, what can you do to be prepared? A compelling 

strategy is to maintain an offline copy of your data on HPE LTO tape. Content stored on tape is disconnected from 

the network, meaning ransomware can’t cross the air gap to corrupt your data. And for extra peace of mind, you can  

use LTO’s built-in AES-256 encryption to counter against physical theft. Ransomware may be a fact but with HPE 

StoreEver LTO tape, you don’t need to let it become a reality. For more details visit hpe.com/storage/storagemedia

1 Source: ESG Research Report: 2018 IT Spending Intentions Survey.


